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**2. Об обеспечении безопасности информации в информационных системах органов Администрации и подведомственных им учреждениях города Ханты-Мансийска, в том числе соблюдения Федерального и регионального законодательства.**

Защита персональных данных – это комплекс мероприятий, касающиеся обработки, хранения и передачи персональных данных граждан.

Все органы Администрации города Ханты-Мансийска
и подведомственные им учреждения обрабатывающие персональные данные, обязаны обеспечивать сохранность таких данных.

Безопасность персональных данных обеспечивается путем создания системы защиты таких данных, включающей организационные меры и технические средства защиты информации.

В сентябре 2020 года управлением информатизации Администрации города Ханты-Мансийска проведен анализ по обеспечению защиты персональных данных в органах Администрации и подведомственных им учреждениях.

В результате проверки выявлено, что органами Администрации города Ханты-Мансийска не соблюдается необходимый набор мер или выполняется не в полном объеме в соответствии с требованиями к защите в государственных и муниципальных информационных системах.

В связи с этим органам Администрации и подведомственных им учреждениях рекомендуется:

1.Предусмотреть финансовые средства на закупку средств защиты информации и на проведение аттестационных мероприятий при формировании бюджета на 2021 - 2023 гг.

2.Привести рабочие места, имеющие доступ к государственным информационным системам, в соответствие требованиям законодательства РФ в сфере информационной безопасности.

3.Актуализировать приказы о назначении ответственных за обработку персональных данных в органах Администрации и подведомственных им учреждениях, а при отсутствии таких, назначить внутренним приказом.

4.Ответственным за работу с персональными данными пройти обучение по направлению обработки, хранения и использования персональных данных с получением аттестата государственного образца.

5.Разработать организационные документы, определяющие порядок работ по защите информации (либо привести в соответствие установленным законом требованиям).

6.Ответственным по защите персональных данных должностным лицам, актуализировать информацию направленную в уполномоченный орган по защите прав субъектов персональных данных, которым является Федеральная служба по надзору в сфере связи, информационных технологий и массовых коммуникаций (Роскомнадзор)

Предлагаю включить это в протокол Комиссии.